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Abstract
Houdini is a Defeasible Deontic Logic reasoner that has been recently developed in Java. The algorithm
employed in Houdini follows the proof conditions of the logic to conclude propositional and deontic
literals, and is an efficient solution that provides the full extension of a theory. This computation is made
in a forward-chaining complete way. Effectiveness is a fundamental property of the adopted approach,
but we are also interested in providing an explicit reference to the reasoning that is employed to reach a
conclusion. This reasoning is a proof that corresponds to an explanation for that conclusion, and such a
proof is less natural to identify in a non-monotonic framework like Defeasible Logic than it would be in
a classical one. Depending on the formalism and on the algorithm, the process of reconstructing a proof
from a derived conclusion can be cumbersome. Intuitively, a proof consists of a support argument in
favour of a literal to be concluded. However, it is necessary also to show that this argument is strong
enough, either because the are no arguments against it, or because those arguments are weaker than it.
In this paper, with a slight modification of the algorithm of Houdini, we show that it is possible to extract
a proof for a defeasible literal in polynomial time, and that such a proof results minimal in its depth.
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1. Introduction

The problem of reconstructing a proof for a specific conclusion in automated reasoning systems
has been considered by scholars in the past for a large spectrum of logical frameworks, including
non-monotonic ones. However, the investigation has been carried out only to a very limited
extent for the case of Defeasible Logic in [1, 2], where the reconstruction process is based only
on the proof system, and not on an algorithmic method.

Based on the algorithmic approach to the computation of the extension of a defeasible theory
of [3], the authors of this work, along with others, have built an implementation, the Houdini
system, that also operates on other aspects of the logical framework, including deontic operators
and numeric constraints [4].

The aim of this work is to develop a method for providing an explanation for a defeasible
literal that Houdini has computed to be in the extension by extracting a proof for it. It is thus
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part of a stream that is carried out by some of the authors of this paper, along with others, on
the topic of explainability in non-monotonic frameworks [5, 6].

The concept of explanation that we adopt here is based on and extends the classical notion of
proof. We explain how a given conclusion is obtained by finding a chain from the assumptions
to the conclusion, and moreover including in the proof all the information that is needed to
beat possible counter-arguments. The actual proof system, and consequently the algorithm
and its implementation, does not generate proof trees or other structures that can be used to
explain the derivation, but rather a complex graph that is proving all the literals in the extension.
Therefore, the proof needs to be extracted.

In order to introduce the reader to the conceptual framework shortly mentioned above, we
devise an example, that is informally described here and reconsidered formally in Examples 2
and 3.

Example 1. Let us consider the following fictional situation, described in natural language, of
a taxonomist seeing a platypus for the first time and debating whether it should be classified as
a mammal or not based on a number of its characteristics. First of all, the taxonomist observes
some of the characteristics of the platypus:

• The taxonomist notices a new animal, that we now know as a platypus;
• The taxonomist observes that the animal has the ability to produce milk to nourish its

young;
• The taxonomist observes that the animal has its body covered in fur, providing insulation

and protection from the environment;
• The taxonomist observes that the animal is warm-blooded;
• The taxonomist observes that the animal lays eggs;
• The taxonomist observes that males of the animal have a pair of venomous spurs;
• The taxonomist observes that the animal has a bill resembling that of a duck.

The taxonomist knows these rules that typically hold for classifying an animal:

• Producing milk is usually a mammalian trait;
• Having a layer of fur or hair is usually a mammalian trait;
• Being warm-blooded is usually a mammalian trait;
• Having a fur-covered body and being warm-blooded imply the ability to regulate the

body temperature;
• Being able to regulate the body temperature is usually a mammalian trait;
• Laying eggs is usually a trait of birds, and not of mammals;
• Producing venom is usually a trait of reptiles, and not of mammals;
• Having a duck-like bill is usually a trait of birds, and not of mammals.

If the taxonomist considers all of the rules to have the same importance, he will not be able
to take a decision in this case, as the rules that can be applied lead to decide that the platypus is
both a mammal and a non-mammal. Indeed, the taxonomist then comes up with the following
preferences for the rules:



• Producing milk is more important than laying eggs;
• Having a layer of fur is more important than producing venom;
• Being warm-blooded is more important than having a duck-like bill;
• Being able to regulate the body temperature is more important than producing venom;
• Being able to regulate the body temperature is more important than having a duck-like

bill.

Based on these preferences, the taxonomist can then decide that the platypus can be classified
as a mammal. The chain of reasoning is the following:

The taxonomist has observed that the animal has a number of mammalian traits, and
he focuses on three: the ability to produce milk to nourish its young; its body is covered
in fur; and it is warm-blooded. The taxonomist has also observed that the animal has
three non-mammalian traits: it lays eggs; its males have a pair of venomous spurs; and
it has a bill resembling that of a duck. Since each one of the existing non-mammalian
traits is beated by one of the chosen three mammalian traits, it is possible to conclude
that the animal is plausibly a mammal.

Example 1 is a case of a derivation obtained by chaining simple steps and by comparing
different arguments. In this paper, we provide a technique for the reconstruction of a proof for a
literal derived in the extension of a Defeasible Logic theory by expanding the representation used
during the computation of the extension and adopting a simple approach of graph exploration.
We then prove that the entire approach can be conducted effectively, in polynomial time on
deterministic machines.

The rest of the paper is structured as follows. Section 2 provides a brief introduction to
Defeasible Logic; Section 3 describes Houdini and the algorithm used in the system; Section
4 discusses the problem of interest, the algorithm and its computational properties; Section 5
provides reference to relevant literature; and finally Section 6 draws conclusions and identifies
possible future developments.

2. Defeasible Logic

Defeasible Logic (DL) [7, 8] is a simple, flexible, and efficient rule-based non-monotonic for-
malism. Its strength lies in its constructive proof theory, as DL allows to draw meaningful
conclusions from a (potentially) conflicting and incomplete knowledge base. In non-monotonic
systems, more accurate conclusions can be obtained when more pieces of information become
available. Throughout the years, many variants of DL have been proposed for the modelling of
different application areas: agents [9, 10], legal reasoning [11, 12], and business processes [13]
in the scope of regulatory compliance.

We start with the language. Let PROP be a set of propositional atoms, and Lab be a set of
arbitrary labels (the names of the rules). The set of literals is Lit = PROP∪ {¬𝑝 | 𝑝 ∈ PROP}.
We shall use lower-case Roman letters to denote literals, and lower-case Greek letters to denote
rules.



The complement (or opposite) of a literal 𝑙 is denoted by ∼𝑙. If 𝑙 is a positive literal 𝑝 then ∼𝑙
is ¬𝑝, and if 𝑙 is a negative literal ¬𝑝 then ∼𝑙 is 𝑝. The definition of a defeasible theory is the
standard one in DL ([8]).

Definition 1 (Defeasible theory). A defeasible theory 𝐷 is a tuple (𝐹,𝑅,>), being 𝐹 ⊆ Lit
the set of facts, 𝑅 the set of rules, and > the superiority relation.

The set of facts 𝐹 denotes simple pieces of information that are considered to be always
true, like “Sylvester is a cat”, formally 𝑐𝑎𝑡(𝑆𝑦𝑙𝑣𝑒𝑠𝑡𝑒𝑟). The set of rules 𝑅 contains three types
of rules: strict rules, defeasible rules, and defeaters. The superiority relation1 >⊆ 𝑅 × 𝑅 is
an irreflexive relation to solve conflicts in case of potentially contradicting information. The
superiority relation is not an order, as it is not transitive.

A defeasible theory is finite if 𝐹 and 𝑅 are finite. A rule 𝑟 ∈ 𝑅 is an expression 𝑟 : 𝐴(𝑟) →˓
𝐶(𝑟) such that:

1. 𝑟 ∈ Lab is the unique name of the rule;
2. 𝐴(𝑟) ⊆ Lit is the (possibly empty) set of the antecedents2;
3. →˓∈ {→,⇒,↝} denotes, resp., strict rules, defeasible rules, and defeaters;
4. 𝐶(𝑟) ∈ Lit is the consequent, a single literal.

A strict rule is a rule in the classical sense: whenever the premises are indisputable, so is the
conclusion. The statement “All computer scientists are humans” is formulated through the strict
rule

𝑟 : CScientist(𝑋) → Human(𝑋),

since there is no exception to it. As in [8], we consider only a propositional version of this logic,
and we do not take function symbols into account. Every expression with variables represents
the finite set of its variable-free instances.

Defeasible rules represent statements that can be defeated by contrary evidence: the statement
“Computer scientists travel to the city of the conference that accepted their paper” is thus
represented with the defeasible rule

𝑠 : CScientist ,PaperAccepted ⇒ TravelConference

Defeaters are special rules whose only purpose is to prevent the derivation of the opposite
conclusion; the statement “During pandemic travels might be prohibited” is hence represented
by the defeater

𝑡 : Pandemic ↝ ¬TravelConference
In this case, using a defeater is preferable to using a defeasible rule, as we simply want to “block”
the derivation of travelling.

We use some conventional abbreviations. The set of strict rules is 𝑅s, the set of strict and
defeasible rules is 𝑅sd. 𝑅[𝑙] is the set of rules whose consequent is literal 𝑙. We say that a literal 𝑙
appears in 𝐷, if there exists a rule such that 𝑙 is either one of its antecedents, or the consequent.

A conclusion of a defeasible theory 𝐷 is a tagged formula, an expression of the form ±#𝑙,
𝑙 ∈ Lit and # ∈ {𝛥, 𝜕}, with the following meanings:
1Also referred to as priority or preference relation.
2We shall interchangeably use antecedent to refer to 𝐴(𝑟).



• +𝛥𝑙 means that 𝑙 is strictly proved, i.e., there is a strict proof of 𝑙 in 𝐷;
• −𝛥𝑙 means that 𝑙 is strictly refuted, i.e., a strict proof of 𝑙 does not exist in 𝐷;
• +𝜕𝑙 means that 𝑙 is defeasibly proved, i.e., there is a defeasible proof of 𝑙 in 𝐷;
• −𝜕𝑙 means that 𝑙 is defeasibly refuted, i.e., a defeasible proof of 𝑙 does not exist in 𝐷.

We refer to ±𝛥 and ±𝜕 as proof tags. The definition of 𝛥 describes forward chaining of strict
rules, while 𝜕 represents the non-monotonic part of the logic.

Given a defeasible theory 𝐷, a proof 𝑃 of length 𝑛 in 𝐷 is a finite sequence
𝑃 (1), 𝑃 (2), . . . , 𝑃 (𝑛) of tagged formulas of the type +𝛥𝑙, −𝛥𝑙, +𝜕𝑙, −𝜕𝑙, where the proof
conditions defined hereafter hold; 𝑃 (1..𝑛) denotes the first 𝑛 steps of 𝑃 . Proofs are based on
the notions of a rule being applicable or discarded. A rule is applicable when all the elements in
its antecedent have been proved; a rule is discarded if at least one of such elements has been
refuted.

Definition 2 (Applicable & Discarded). Given a defeasible theory 𝐷 = (𝐹,𝑅,>), a rule
𝑟 ∈ 𝑅 is

• #-applicable, # ∈ {𝛥, 𝜕} at 𝑃 (𝑛+ 1) iff ∀𝑎𝑖 ∈ 𝐴(𝑟). +#𝑎𝑖 ∈ 𝑃 (1..𝑛);
• #-discarded, # ∈ {𝛥, 𝜕} at 𝑃 (𝑛+ 1) iff ∃𝑎𝑖 ∈ 𝐴(𝑟). −#𝑎𝑖 ∈ 𝑃 (1..𝑛).

When it is not needed or it is clear from the context, we will omit 𝛥-applicable, 𝛥-discarded,
𝜕-applicable, 𝜕-discarded, and just say that a rule is applicable or discarded. The proof conditions
hereafter are also standard in DL.

+𝛥𝑙: If 𝑃 (𝑛+ 1) = +𝛥𝑙 then
(1) 𝑙 ∈ 𝐹 , or
(2) ∃𝑟 ∈ 𝑅𝑠[𝑙] s.t. 𝑟 is 𝛥-applicable.

A literal is strictly proved if (1) it is a fact, or (2) there exists a 𝛥-applicable strict rule for it.

+𝜕𝑙: If 𝑃 (𝑛+ 1) = +𝜕𝑙 then
(1) +𝛥𝑙 ∈ 𝑃 (1..𝑛), or
(2.1) −𝛥∼𝑙 ∈ 𝑃 (1..𝑛), and
∃𝑟 ∈ 𝑅sd[𝑙] s.t.

(2.2) 𝑟 is 𝜕-applicable, and
∀𝑠 ∈ 𝑅[∼𝑙] then either

(2.3.1) 𝑠 is 𝜕-discarded, or
(2.3.2) ∃𝑡 ∈ 𝑅[𝑙] s.t.

(2.3.2.1) 𝑡 is 𝜕-applicable and
(2.3.2.2) 𝑡 > 𝑠.

A literal is defeasibly proved if (1) it has been strictly proved, or (2.1) the opposite has not been
strictly proved and (2.2) there exists a 𝜕-applicable rule (𝑟 for 𝑙) such that every attack (𝑠 for the
opposite ∼𝑙) is either (2.3.1) 𝜕-discarded or (2.3.2) defeated by a 𝜕-applicable rule (𝜁 for 𝑙).

Negative proof tags −𝛥 and −𝜕 are omitted as they are obtained by applying the strong
negation principle to their positive counter-parts [14], which applies the function that simplifies



a formula by moving all negations to an innermost position in the resulting formula, replacing
the positive tags with the respective negative tags, and vice versa. The last notions of this section
are those of extension of a theory, and of equivalence of theories. Informally, an extension is
everything that is derived and refuted, and two theories are equivalent when they have the
same extension.

Definition 3 (Extension). Consider two defeasible theories 𝐷 and 𝐷′. The set of positive
and negative conclusions of 𝐷 is the extension 𝐸(𝐷) = (+𝛥,−𝛥,+𝜕,−𝜕), where ±# = {𝑙| 𝑙
appears in 𝐷 and 𝐷 ⊢ ±#𝑙}, # ∈ {𝛥, 𝜕} and we use symbol ⊢ to indicate that there is a
derivation of 𝑙 from 𝐷.

We call +𝛥,−𝛥,+𝜕,−𝜕 the extension sets of a theory.

Definition 4 (Theory equivalence). Given two defeasible theories 𝐷 and 𝐷′, they are equiv-
alent iff 𝐸(𝐷) ≡ 𝐸(𝐷′).

3. Houdini

In this section, we briefly describe the DL reasoner Houdini. While this paper focuses just on
Defeasible Logic, Houdini also works with its deontic version, Defeasible Deontic Logic. At the
current state, Houdini is a web-app based on Java with a single endpoint and a responsive and
user-friendly UI. The choice of programming language fell on Java due to its high maintainability
and portability, as well as the existence of mature web frameworks that are suitable to develop
straightforward applications, that is, easy to understand for nonprofessional people such as
students and researchers with limited knowledge of programming. In particular, Houdini is
open source, available on request, and developed by using Java 11 and Spring Boot 2.7.1.

Front-end checks with colour-coded error messages guide users and let them correct ill-
formed inputs, forbidden characters, and plain wrong syntax. These controls are responsive
and can fire an error message at the top of the screen with each single inserted character and
mouse click. Input fields are generated dynamically and can be eliminated with the press of a
button so as to have a clean interface devoid of too many unused spaces. At the start, users
are presented with three different kinds of empty fields wherein they can insert the elements
of the theory one-by-one, or an upload button which can be used to load a JSON file with the
whole theory specified. The syntax required for this file is easy to understand and mimics the
structure of a hand-inserted theory.

As an example, the following rule is syntactically correct and is allowed by the system: “a,
[O]b, x > 3 =>[P] ∼c". The body is “a, [O]b, x > 3" and so it is made up of three elements: the
literal “a", a proposition marked with the deontic tag O with variable name “b" and parameter
“x" and a logical constraint “x > 3".

Superiority relations are simply two rule names separated by a “>” character: the left-side
indicates the superior rule, whereas the right-side the inferior one. A rule name is simply the
character “r" plus a number. For example, “r5 > r1" is a valid superiority relation. Once the
user inserts the data Houdini parses and validates it, then it computes the extension sets ±#𝑚,
# ∈ {𝛥, 𝜕}, 𝑚 ∈ {C,O,P}, and finally it displays these sets in an appropriate result page.



Reasoning about and computing the extension sets of a Defeasible Deontic Logic theory
requires, first, a clear and precise representation of it. Hence, Houdini expects users to provide
data which complies with a precise syntax that cannot lead to any ambiguity. In particular,
a theory must be provided by following a context-free grammar specification which is then
used by Houdini’s custom parser (generated using ANTLR 4 parse tree listeners) to validate it,
server-side. This is the first operation done on the inputted data.

If the input is ill-formed, an error is returned. Client-side checks are also performed to avoid
unnecessary parsing, and to deliver quicker feedback. Houdini’s parser not only validates the
user data but also builds, incrementally, as it traverses the tree, the necessary internal data
structures that are later used by the reasoner to compute the extension sets. Some optimisations
are also employed, both on the grammar side, such as grouping and prioritising the most
common expressions (chosen empirically), and on the parser side.

Moreover, mathematical expressions (which can appear inside a rule head) and logical expres-
sions (which can appear inside a rule body logical constraint) are transformed in their respective
Reverse Polish Notation (RPN) versions to speed-up things later when such expressions must
be evaluated multiple times with actual arguments, as RPN expressions are easily evaluated and
with minimal memory requirements.

The reasoner module, which is performed after the parsing phase, implements the core
functionality of Houdini: computing the extension of the given defeasible deontic theory. It
is composed by two sub-modules: Strict Reasoner and Defeasible Reasoner, whose behaviour
follows the proof conditions provided above.

The main algorithm, the reasoner module, acts on Literal and Rule instances which have been
initialised by the parser and which contain, together with a general Theory container instance,
all the necessary information to work with. For example, a Literal instance contains or contains
references to: all the rules wherein it appears as head or in the body, its deontic modality, its
opposite literal, whether at the current moment it has been assigned by the reasoner to an
extension set (±𝛥 and ±𝜕) or it is still undecided, and other information. On the other hand, a
Rule instance contains or contains references to: all the literals appearing in its body and head,
extra information about its head literal (deontic mode, parameters, logical expressions, . . . ), and
other information.

Also, all these classes implement methods called by the reasoner to compute the extension
sets. The decision of having a strict pairing between data and methods that can act inside objects
is due to the need to have to use similar but not identical functions depending on the type of
the literal, its mode, the presence of mathematical expressions in the head of the rule, etc.

4. Proof Reconstruction in Defeasible Logic

When the algorithm halts because it has computed the extension of the given defeasible theory
𝐷, for a literal 𝑝 such that 𝐷 ⊢ +𝛥𝑝 or 𝐷 ⊢ +𝜕𝑝, in order to explain why 𝑝 has been derived
(either definitely or defeasibly), it is necessary to reconstruct its proof.

The strict proof tree of literal 𝑝 such that 𝐷 ⊢ +𝛥𝑝 is defined inductively as follows.

Definition 5 (Strict proof tree). Given a defeasible theory 𝐷 = (𝐹,𝑅,>) and a literal 𝑝 such
that 𝐷 ⊢ +𝛥𝑝, the strict proof tree 𝛱(+𝛥𝑝) of 𝑝 is defined as follows:



• if 𝐷 ⊢ +𝛥𝑝 because 𝑝 ∈ 𝐹 , the strict proof tree 𝛱(+𝛥𝑝) consists of a node labeled by 𝑝;
• if 𝐷 ⊢ +𝛥𝑝 because there is a rule 𝑟 ∈ 𝑅𝑠[𝑝] s.t. ∀𝑎 ∈ 𝐴(𝑟) : 𝐷 ⊢ +𝛥𝑎, the strict

proof tree 𝛱(+𝛥𝑝) consists of a node labeled by +𝛥𝑝 with a subtree 𝛱(+𝛥𝑎) for each
𝑎 ∈ 𝐴(𝑟).

After this definition, in the rest of the paper we focus on defeasible proofs. For a defeasible
proof of +𝜕𝑝, we make the choice of showing in the proof only the chains that end up with +𝜕𝑝,
and not the chains that attack these, but we make sure to include in the proof the information
on how the attacks are beaten. The defeasible proof tree of literal 𝑝 such that 𝐷 ⊢ +𝜕𝑝 is defined
inductively as follows.

Definition 6 (Defeasible proof tree). Given a defeasible theory 𝐷 = (𝐹,𝑅,>) and a literal
𝑝 such that 𝐷 ⊢ +𝜕𝑝, the defeasible proof tree 𝛱(+𝜕𝑝) of 𝑝 is defined as follows:

• if 𝐷 ⊢ +𝜕𝑝 because 𝐷 ⊢ +𝛥𝑝, the defeasible proof tree 𝛱(+𝜕𝑝) consists of a node
labeled by +𝜕𝑝 with a subtree 𝛱(+𝛥𝑝);

• if 𝐷 ⊢ +𝜕𝑝 because there is a rule 𝑟 ∈ 𝑅𝑠𝑑[𝑝] s.t. ∀𝑎 ∈ 𝐴(𝑟) : 𝐷 ⊢ +𝜕𝑎 and for every
𝑠 ∈ 𝑅[∼𝑝] that is activated, there exists a rule 𝑡 ∈ 𝑅𝑠𝑑[𝑝] s.t. ∀𝑏 ∈ 𝐴(𝑡) : 𝐷 ⊢ +𝜕𝑏 and
𝑡 > 𝑠, the defeasible proof tree 𝛱(+𝜕𝑝) consists of a node labeled by +𝜕𝑝 with a subtree
𝛱(+𝜕𝑎) for each 𝑎 ∈ 𝐴(𝑟), and for every 𝑠 ∈ 𝑅[∼𝑝] that is activated and defeated by its
corresponding rule 𝑡 ∈ 𝑅[𝑝], a subtree 𝛱(+𝜕𝑎) for each 𝑎 ∈ 𝐴(𝑡).

In case that a rule is a hypothesis, that is, it is a defeasible rule without premises, we show it
in the proof by connecting the concluded literal to a special node 𝜀 that we call the dummy fact.
Since we are working in a non-monotonic context, the algorithm can activate more than one
rule concluding for the same literal. Indeed, the algorithm is a forward chaining one, and if a
rule can be activated, then it will be. For this reason, when we do proof reconstruction on a
derived literal, we might end up with a directed acyclic graph (DAG) instead of a tree.

The defeasible proof DAG of literal 𝑝 such that 𝐷 ⊢ +𝜕𝑝 is defined inductively as follows.

Definition 7 (Defeasible proof DAG). Given a defeasible theory 𝐷 = (𝐹,𝑅,>) and a literal
𝑝 such that 𝐷 ⊢ +𝜕𝑝, the defeasible proof DAG 𝛤 (+𝜕𝑝) of 𝑝 is defined as follows:

• if 𝐷 ⊢ +𝜕𝑝 because 𝐷 ⊢ +𝛥𝑝, the defeasible proof DAG 𝛤 (+𝜕𝑝) consists of a node
labeled by +𝜕𝑝 with an edge from 𝛤 (+𝛥𝑝);

• if 𝐷 ⊢ +𝜕𝑝 because there is a rule 𝑟 ∈ 𝑅𝑠𝑑[𝑝] s.t. ∀𝑎 ∈ 𝐴(𝑟) : 𝐷 ⊢ +𝜕𝑎 and for every
𝑠 ∈ 𝑅[∼𝑝] that is activated, there exists a rule 𝑡 ∈ 𝑅𝑠𝑑[𝑝] s.t. ∀𝑏 ∈ 𝐴(𝑡) : 𝐷 ⊢ +𝜕𝑏 and
𝑡 > 𝑠, the defeasible proof DAG 𝛤 (+𝜕𝑝) consists of a node labeled by +𝜕𝑝 with an edge
from 𝛤 (+𝜕𝑎) for each 𝑎 ∈ 𝐴(𝑟), and for every 𝑠 ∈ 𝑅[∼𝑝] that is activated and defeated
by its corresponding rule 𝑡 ∈ 𝑅[𝑝], an edge from 𝛤 (+𝜕𝑎) for each 𝑎 ∈ 𝐴(𝑡).

Also here, in the case of a hypothesis rule, we show it in the proof by connecting the concluded
literal to a special node 𝜀 that we call the dummy fact.

In general, the reconstruction process described in the definitions above is not trivial to
perform after having computed the extension. Indeed, if a proof has been built by applying
only one rule at each step, as in a direct chain from facts towards a literal that is concluded



directly without attacks against it, then the tree can be easily reconstructed in polynomial time.
However, it is not immediate for more complicated cases.

Let us exhibit some examples of reconstructed proofs, that will enlighten the approach we
can adopt to solve the issue mentioned above.

Example 2. Consider the following theory 𝐷 = (∅, 𝑅,>), where 𝑅 = {𝑟1: ⇒ 𝑝, 𝑟2: 𝑝 ⇒
𝑞, 𝑟3: 𝑞 ⇒ 𝑟, 𝑟4: 𝑠 ⇒ ¬𝑟, 𝑟5: 𝑟 ⇒ 𝑡, 𝑟6: ¬𝑝 ⇒ ¬𝑡}, and > is empty. The extension of 𝐷
is such that +𝜕 = {𝑝, 𝑞, 𝑟, 𝑡}. Figure 1a shows the corresponding proof trees.

+𝜕𝑝

𝜀

𝑟1

+𝜕𝑞

+𝜕𝑝

𝜀

𝑟1
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+𝜕𝑝

𝜀
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𝑟3

+𝜕𝑡
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+𝜕𝑝

𝜀

𝑟1

𝑟2

𝑟3

𝑟5

(a) The proof trees reconstructed from the
extension of Example 2.

+𝜕𝑝

+𝜕𝑎

a

𝐹

𝑟1

+𝜕𝑐

c

𝐹

𝑟3

(b) The proof tree reconstructed for +𝜕𝑝
in Example 3.

Example 3. Consider the following theory 𝐷 = (𝐹,𝑅,>), where 𝐹 = {𝑎, 𝑏, 𝑐}, 𝑅 =
{𝑟1: 𝑎 ⇒ 𝑝, 𝑟2: 𝑏 ↝ ¬𝑝, 𝑟3: 𝑐 ⇒ 𝑝, 𝑟4: 𝑐 ⇒ ¬𝑝, }, with 𝑟1 > 𝑟4 and 𝑟3 > 𝑟2. The
extension of 𝐷 is such that +𝜕 = {𝑎, 𝑏, 𝑐, 𝑝}. Figure 1b shows the proof tree for +𝜕𝑝.

In order to compute the proof DAG, we need some further information. In particular, for each
derived literal that we want to extract the proof of, we need to know when the literal has been
derived for the first time in that reasoning chain. This information can be managed to identify
when a rule has actually been used to derive a literal, and build the above mentioned DAG.

Before going into the details of the algorithm that deals with the annotation needed to
compute the reconstruction, we need to discuss an issue that may appear complicated: cycles. In
a defeasible theory, we may have dependency circularity, namely there might be a derivation that
starts from facts and goes towards the same literal conclusion twice (or even more times). This,
in principle, could cause computational unfeasibility: we may generate a number of derivation
chains that is potentially infinite, and since the cycles that are generated can be combined in
sequences, this can give rise to combinatorial effects, transforming the reconstruction of proofs
into a search problem in the graph of derivation chains.

This can be remedied by a single technique. For a literal that has been concluded once, we can
ignore it if it is derived again afterwards, as this is not relevant for the existence of a derivation



chain. In fact, we derive the following lemma, whose proof is a straightforward consequence of
the above reasoning and is therefore omitted.

Lemma 1. Any derivation chain obtained in a forward-chaining computation of the propositional
extension of a defeasible theory contains a cycle-free derivation chain.

As a consequence of Lemma 1, we can conceive a solution to the marking problem for these
chains, that in turn leads us to the algorithm for computing the proof DAG proposed below.
The idea is to compute the extension as usually, and to also add to each literal in the extension
sets a number representing the first appearance of that literal during the computation. We call
this number the derivation depth of the considered literal.

By means of this annotation, a simple and straightforward modification of the original
algorithm implemented in Houdini (and more generally, in any forward-chaining method based
on [3]), we can manage the computation of the proof DAG of Definition 7 in the following
manner. First of all, we compute the extension with the described annotation, yielding an
annotated dependency graph (ADG). This graph is a slight modification of known dependency
graphs [15]. Given a defeasible theory 𝐷 = (𝐹,𝑅,>), the ADG for 𝐷 is built as follows:

• For every 𝑓 ∈ 𝐹 , build a node and annotate it with derivation depth 𝑑 = 0;
• For every literal 𝑝 that is derived by rule 𝑟 ∈ 𝑅 from literals whose nodes are already in

the ADG, create an edge 𝑒 that connects each 𝑎 ∈ 𝐴(𝑟) to a new node annotated with
derivation depth 𝑑 = 𝑑′ + 1, where 𝑑′ = 𝑚𝑎𝑥(𝑑𝑒𝑝𝑡ℎ(𝐴(𝑟)));

• The edge 𝑒 of the previous step is marked with the label of the applied rule 𝑟.

The graph obtained via the above method is labelled by a label function 𝐿 that associates a
set of rules to an edge. Therefore, given a defeasible theory 𝒟 = (𝐹,𝑅,>) we have that such a
graph is defined by 𝐺 = ⟨𝑉,𝐸,𝐿⟩, where 𝐿 is a function that goes from 𝐸 to 2𝑅. However, this
labelling does not generate an exponential growth of the computational cost, as discussed below.
The process above, that starts from facts and computes the extension with annotations for the
derivation depth, has the exact same computational cost of the process without the annotation.

We are now able to sketch the algorithm for proof reconstruction. The basic concept is to start
with a concluded literal 𝑝 for which we aim at reconstructing the proof, and provide subsequent
expansions within the ADG while following the links in a way that does not incur in the issue
of circular dependencies. In particular, we expand a literal 𝜆 towards another literal 𝜆′ that is
connected to 𝜆 if, and only if, the literal depth of 𝜆′ is less than the depth of 𝜆. In this way, after
a finite number of steps, each of which can compute, at maximum, a subset of the literals (and
therefore with a maximum number of steps that is 𝑂(𝑛), being 𝑛 the number of literals), we
reach a set of literals with depth 0. These literals are therefore facts, and they trigger the theory
in a way that derives the concluded literal 𝑝, and they also trigger the arguments against 𝑝, that
are however proven to be weaker.

The description sketched above is defined formally in Algorithm 1. We denote by 𝛿(𝜆) the
depth of the literal 𝜆 in a defeasible theory. We can keep this value undefined for the literals
that are not proven in the theory.

Based on the reasoning we reported above, we can prove the following theorem.



Algorithm 1 Algorithm that computes the proof DAG of a literal.

Require: 𝐺 = ⟨𝑉,𝐸, 𝐿⟩ ADG of 𝒟, and a literal 𝜆 proven by 𝒟
Ensure: 𝑆 = ⟨𝑉𝑆 , 𝐸𝑆 , 𝐿𝑆⟩, subgraph of 𝐺 s.t. 𝑆 = 𝛤 (𝜆)

1: 𝑉𝑆 = {𝜆}
2: 𝐸𝑆 , 𝐿𝑆 = ∅
3: 𝐵 = {𝛼 ∈ 𝑉 𝑠.𝑡. (𝛼, 𝜆) ∈ 𝐸}
4: while (𝐵 ̸= ∅) do
5: 𝐵′ = ∅
6: for (𝑦 ∈ 𝐵) do
7: for (𝑥 ∈ 𝑉 𝑠.𝑡. (𝑥, 𝑦) ∈ 𝐸) do
8: 𝑒 = (𝑥, 𝑦)
9: if (𝛿(𝑥) < 𝛿(𝑦)) then

10: 𝐸𝑆 = 𝐸𝑆 ∪ {𝑒}
11: for (𝑟 ∈ 𝐿(𝑒)) do
12: 𝐵′ = 𝐵′ ∪𝐴(𝑟)
13: 𝐿𝑆 = 𝐿𝑆 ∪ {(𝑒, 𝑟)}
14: end for
15: end if
16: end for
17: end for
18: 𝐵 = 𝐵′

19: 𝑉𝑆 = 𝑉𝑆 ∪𝐵
20: end while

Theorem 1. Algorithm 1 correctly computes a proof DAG for a literal 𝜆 in a defeasible theory 𝒟
in 𝑂(𝑛2 ·𝑚), with 𝑛 the number of literals and 𝑚 the number of rules in 𝐷.

Proof. Consider a graph 𝐺 that is the ADG of a defeasible theory 𝐷, and literal 𝜆, proven in 𝒟.
First of all, we can easily show that the graph 𝑆 outputted by Algorithm 1 is a DAG. By

construction, there is only one vertex in 𝑆 that has no in-edge, and there exist at least one vertex
that has no out-edge. Let us assume, by contradiction, that we can build a cycle that starts
and ends in one vertex different from the root and the leaves found by the above reasoning.
This means that on the cycle in Lines 6-16 we generate one vertex 𝑒 = (𝑥, 𝑦) that is entered
twice in one sub-cycle 10-13 in 𝐵′. This is impossible, for it would have been the case that
simultaneously 𝛿(𝑥) < 𝛿(𝑦) and 𝛿(𝑦) < 𝛿(𝑥). This proves the first claim.

The fact that the obtained DAG 𝑆 actually is a proof DAG can be easily proven by observing
that the set of facts in 𝐺, excluding the dummy fact 𝜀 (that manages the hypotheses), trigger
the rules in the theory. By construction of the chains in backward search provided by cycle
4-19, when no hypothetical rules exist in the theory, this leads to a chain from facts to 𝜆, that,
being 𝜆 proven in 𝒟, by construction of the graph 𝐺 in input to Algorithm 1, is unbeaten.

When the theory contains hypotheses, we need to observe that the dummy fact 𝜀 triggers only
the rules that are taken from 𝐺 in 𝑆, not all the triggered rules, and therefore we cannot ensure
automatically the above reasoning to be applicable. However, since the triggered hypotheses
are a proper subset of the hypotheses, and the literal 𝜆 is proven by 𝒟 we can conclude the same.

The complexity of the algorithm is determined by the execution of the cycles in Algorithm 1.
Although the labels are subsets of rules, there is no combinatorial explosion, as the rules are



used in the labelling only once, with the first derivation of the conclusion of the rule. If a label
"consumes" some of the available rules, no further usage of those rules can occur in subsequent
labelling. Therefore, the process ends in polynomial time.

We consider a proof to be minimal when it is minimal in its depth. By applying the recon-
struction process by Algorithm 1 and with the proof of Theorem 1, we can ensure that the
extracted proof is minimal. The proof of this is omitted for the sake of space.

Corollary 1. Algorithm 1 computes a minimal proof.

We conclude this section by providing a formalisation of the theory of Example 1 from Section 1,
and in Figure 2 we then show the DAG and the proof tree for the conclusion +𝜕𝑚.

Example 4. Consider the theory of Example 1, 𝐷 = (𝐹, 𝑅, >), with 𝐹 = {𝑝} and 𝑅 =
{𝑟1: 𝑝 ⇒ 𝑘, 𝑟2: 𝑝 ⇒ 𝑓, 𝑟3: 𝑝 ⇒ 𝑤, 𝑟4: 𝑝 ⇒ 𝑒, 𝑟5: 𝑝 ⇒ 𝑣, 𝑟6: 𝑝 ⇒ 𝑏, 𝑟7: 𝑘 ⇒
𝑚, 𝑟8: 𝑓 ⇒ 𝑚, 𝑟9: 𝑤 ⇒ 𝑚, 𝑟10: 𝑓, 𝑤 ⇒ 𝑡, 𝑟11: 𝑡 ⇒ 𝑚, 𝑟12: 𝑒 ⇒ ¬𝑚, 𝑟13: 𝑣 ⇒
¬𝑚, 𝑟14: 𝑏 ⇒ ¬𝑚 }, and superiority relations: 𝑟7 > 𝑟12, 𝑟8 > 𝑟13, 𝑟9 > 𝑟14, 𝑟11 > 𝑟13,
and 𝑟11 > 𝑟14. We can claim that +𝜕𝑚 holds. Figure 2 shows the proof tree for +𝜕𝑚.

+𝜕𝑚
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Figure 2: The DAG and proof tree reconstructed for +𝜕𝑚 in Example 4.

5. Related work

Proof reconstruction is a well-studied topic that has received much attention in the area of auto-
mated reasoning. It has been treated in SMT solvers such as Z3 [16], first-order theorem provers
such as E [17], SPASS [18] and Vampire [19], higher-order theorem provers such as Leo-III [20],
interactive theorem provers such as Isabelle [21] and HOL Light [22], and in combinations of
interactive theorem provers with other systems [23, 24, 25]. Also paramodulation methods
employed for higher-order derivations are central [26]. A problem for proof reconstruction in



automated reasoning is when data, which can be either clauses in classical logic or rules in our
case, gets eliminated during the reasoning process because it is redundant. This is not the case
with Houdini, that does not perform such deletion operations.

Closer to our field of interest, non-monotonic reasoning, are the investigations on the dif-
ference between proving and exhibiting a proof, as in [27] and [28]. The specificity of non-
monotonic systems lies on the need for a proof that takes into consideration not only a positive
argument in favour of a given thesis, but also the arguments against that thesis, that should be
shown to be beaten by the positive argument.

In parallel to the research on proof reconstruction, a discussion has started on the topic of
argument reconstruction, where proof and argument are dual concepts, in the sense that the
skeptical framework consider a proof only when there are arguments for it. Walton’s influential
research on the nature of argumentation [29] has considered since the very beginning argument
reconstruction as one of the most interesting research questions in argumentation theory. Some
recent technical advancements have been brought by Aakhus et al. in [30, 31] while designing
strategies for large scale discourses.

The need for argument reconstruction and for technical solutions to it has been an inspiration
for this work, as it has been for other studies, such as the significant research by Wieland [32].
In his study, the author addresses the problem of how to choose an argument among many
when they all appear to be plausible in deriving a conclusion. His approach looks in a critical
way at the foundational studies made by Ryle, and is based on the notion of regress, which
shares commonalities with our technique.

6. Conclusions and further work

In this paper, we dealt with the problem of computationally reconstructing proofs in a reasoner
for propositional Defeasible Logic (DL). We have shown that the problem shares issues with
proof reconstruction in automated reasoning for classical logic and argument reconstruction
in argumentation theory. The solution that we propose is rooted in the principles of skeptical
non-monotonic reasoning and in the definition of proof in Defeasible Logic. Moreover, the
given algorithm is computationally feasible and outputs a proof that is minimal in its depth.

There are two directions that are still to explore. First of all, we are interested in exploring
proof reconstruction for Defeasible Deontic Logic. Deontic reasoning requires more subtleties in
the reconstruction process, but then the exhibition of such proofs could be useful in a variety of
legal contexts where a reasoning system can be used. The second direction lies on the possibility
of introducing information asymmetry as in game theory. The fact that we can provide a proof
that is accepted in a dialogue entirely lies on the agreement about the underlying background.
If the background is the law, this is typically managed with an epistemic pure operator, that
asserts the knowledge of facts, rules and superiority relation by each of the discussants. In other
cases, it may be possible to disagree among discussants about the background, that generates a
quite different dialogue convergence protocol. A proposition in this context can be justified by
proposing an argument, but also by rejecting counterarguments within a common base or by
negotiation on this base. In case the base is formalised in Defeasible Logic, all of these elements
could be computed by a proof reconstruction algorithm like the one showed in this paper.
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