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Summary

As the digital technology is being developed drastically, it is being applied to various
industrial instrumentation and control (I&C) fields. In the nuclear power plants, 1&C
systems are also being installed by digital systems replacing their corresponding analog
systems installed previously. There had been 1&C systems constructed by analog
technology especialy for the reactor protection system in the research reactor
HANNARO. Parallel to the pace of the current trend for digital technology, it is
desirable that all 1& C systems including the safety critical and non-safety systemsin an
advanced research reactor is to be installed based on the computer based system.

There are many attractable features in using digital systems against existing analog
systems in that the digital system has a superior performance for a function and it is
more flexible than the analog system. And any fruit gained from the newly developed
digital technology can be easily incorporated into the existing digital system and hence,
the performance improvement of a computer based system can be implemented
conveniently and promptly. Moreover, the capability of high integrity in electronic
circuits reduces the electronic components needed to construct the processing device
and makes the electronic board smple, and this fact reveals that the hardware failure
itself are unlikely to occur in the electronic device other than some electric problems.
Balanced the fact mentioned above are the roles and related issues of the software
loaded on the digital integrated hardware. Some defects in the course of software
development might induce a severe damage on the computer system and plant systems
and therefore it is obvious that comprehensive and deep considerations are to be placed
on the development of the software in the design of 1&C system for use in an advanced
research reactor. The work investigates the domestic and international standards on the
classifications of digital software for use in 1&C systems in nuclear power plants and
describes the requirements for software development recommended by international
standard.



2.1
2.2
2.3

31
3.2
3.3
3.4

41
4.2
4.3
44
45
4.6
47
4.8
49
4.10
411
412
413
4.14
4.15



2-3-1.
31



2-1-1. s 15

2L, e —————————— et 25
2-3-1. e 31
2-3-2. e 32
31 e 40
A1, e 58
4-2. , s 59



(compact)



(IAEA)
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2.1 (IAEA)
IAEA No. NS-G-1.3 (2002): Instrumentation and Control Systems
Important to Safety in Nuclear Power Plants [2-1-1].
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Plant Equipment

v

’ Items important to safety ‘

l

'

’ Items not important to safety

!

’ Safety Systems ‘

y

’ Safety Related Systems ‘

!

!

}

Protection Systems

‘ ’ Safety Actuation Systems

A

A 4

Safety System Support

Features

¥

Initiation 1&C for:

Reactor trip

Emergency Core Cooling
Decay Heat Removal
Containment Isolation
Containment Spray
Containment Heat Removal

Actuation I1&C for:

Reactor trip

Emergency Core Cooling
Decay Heat Removal
Containment Isolation
Containment Spray
Containment Heat Removal

1&C for:

Emergency Power Supply
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214

15

A 4

Reactor Control System

Plant Control System

Control Room 1&C

Fire Detection & Extinguishing 1&C

Radiation Monitoring

Communication Equipment

Fuel Handling & Storage 1&C

I&C for Operation of Safety Systems

I&C for Monitoring the State of Safety Systems
Access Control Systems
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(Actuated E.quipment)
(Actuated Device)
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(Availability)
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(Maintenance Bypass)

(Operational Bypass)

(Channd)

(Caincidence)
(Common Cause Failure)

(Component)

(Dependability)
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(Design Basis Accident)

(Diversity)

(Driven Equipment)

(Functional Isolation)
(Item Important to Safety)

(Normal Operation)

(Nuclear Safety)

(Operational Sates)

(Physical Isolation)

(Postulated Initiating Event)

(Prime M over)
(Protection System)

(Protective Action)
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(Protective Task)

(Quality Assurance)

(Quality Control)
(Redundancy)
(Reliability)

(Response Time)

(Safety Action)

(Safety Actuation System)
(Safety Function)

(Safety Group)

(Safety Limits)
(Safety Related 1 & C System)

(Safety System)
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" (Safety System Support Features)

. (Safety Task)

" (Single Failure)

" (System Life-Cycle)
2.15

[2-1-1] International Atomic Energy Agency, Instrumentation and Control Systems Important to
Safety in Nuclear Power Plants, Safety Guide Series No.NS-G-1.3, IAEA, Vienna, 2002.

[2-1-2] International Atomic Energy Agency, Safety of Nuclear Power Plants: Design, Safety
Standards Series No.NS-R-1, IAEA, Vienna, 2000.
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2.2 (IEC)

(IEC: International
Electrotechnical Commission) (IAEA)
(IEC
61226) [2-2-1] . 1993 [2-2-1]
IEC 61226: Nuclear Power Plants - Instrumentation and Control Systems Important for Safety —
Classification

IAEA
/

, ! [2-2-2]

IAEA NS-R-1 [2-2-3] NS-G-1.3
22,6
227
2.2.1
IAEA
IAEA NS-G-1.3 [2-2-3]
( A, B, C)
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(1)
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A (Category A)
A
, A
A
B (Category B)
B
B
B
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C (Category C)
C
A B
(NC)
A
B
A
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3) C

f) A B

9) c )

h)

)} (Accident Management
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Strategy)
k)

224

2241

(PWR, BWR, ),

2242

IEC 60964 [2-2-4]
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1. Identification of design basis
- major plant characteristics
(architecture of plant systems and their redundancy)
- plant operating mode
- list of PIEs and their likely frequency of occurrence
- list of preventing and mitigating functions

| 2. Initial list of functions including functional requirements |

—’| 3. Assignment of category A, B, C or unclassified |

| 4. Development of detailed systems requirements |

A 4
| 5. Identification of detailed 1&C subsystems and equipment items |

A 4

—| 6. Refinement of assignments, repeating steps 3 to 6 as necessary|

y

| 7. Final list of functions and assigned categories |
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- (residual heat) (heat sink)

2253 C
1)
- ( )
2
2.2.6
" (AOO: Anticipated Operational Occurrence)
" (CCF: Common Cause Failure)
" (DBA: Design BasisAccident)
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(DBE: Design Basis Event)

(Diversity)

(Equipment)
(Function)

(Functionality)

(1& C Systems Important to Safety)

(Plant State)

(single)

(Operational States)

(Accident Conditions)

(DBE)

(Beyond DBAS)

(Normal
Operation)

(AOO)

a)

(DBA)

b)

(Accident Management)

a) Accident conditions which are not explicitly considered design basis accidents but which are

encompassed by them

b) Beyond design basis accidents without significant core degradation.

(Performance)

(PIE: Postulated I nitiating Events)

(Redundancy)
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. (Safety Group)

" (Safety Systems)

" (Safety Related 1& C Systems)
" (Single Failure)
. (System)
" (Unacceptable Consequences)
2.2.7

[2-2-1] International Electrotechnical Commission, Instrumentation and Control Systems
Important to Safety - Classification, Standard N0.61226, |EC, Geneva, 2004.

[2-2-2] International Atomic Energy Agency, Safety of Nuclear Power Plants: Design, Safety
Standard Series No.NS-R-1, |AEA, Vienna, 2000.

[2-2-3] International Atomic Energy Agency, Instrumentation and Control Systems Important to
Safety in Nuclear Power Plants, Safety Guide Series No.NS-G-1.3, IAEA, Vienna, 2002.

[2-2-4] Internationa Electrotechnicadl Commission, Design for Control Rooms of Nuclear
Power Plants, Standard No.60964, |IEC, Geneva.
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(Defense-in-Depth)

1E
1E
(Common Mode Failure)
(KINS)
[2-3-1]

2.3.2

2-3-1

(DBE: Design Basis Event) :
(ATWS: Anticipated Transient Without Scram)
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- (1&C Systems Important to Safety):

Systems)
2-3-2
IC-1, IC-2 IC-3
IC-1 IC-2
IC-3

(1&C Systems not Important to Safety):

(Safety-Related  1&C

(Non-Safety-Related 1&C Systems)

Non-1C

( ,ATWYS)
(Non-IC)
(AOQO: Anticipated Operational Occurrences)

! !
(Design Basis Events) (Special Events) (Normal Operation)
(ATWS)
. (CMF)
Yes /
?
No

2-3-1.
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2331 IC-1
IC-1
(RTS)
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(PAM) A
(HVAC),
2.3.3.2 IC-2
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IC-2 (PAMI

2333 IC-3
IC-3
2334 Non-IC
Non-IC /
234
2341 - (Safety-Critical Software)

- IC-1
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2.34.2 - (Safety-Related Software)

- IC-2 IC-3
2343 (Non-Safety Software)
Non-IC
(loading) ,
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IC-3
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(availability)

Non-IC

2353

IC-1

IC-2

IC-3
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Non-IC

2354
IC-1

IC-2

IC-3
Non-IC

2355
IC-1

IC-2
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IC-3 1E

Non-IC 1E
2.35.6
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IC-2
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2.35.7
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231
( ) : :
1E
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. (Availability)
" | (Seismic Classification I)
(SSE)

. 1E(Class 1E)
" - (Safety-Critical Software)
. A

A
. B

B
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C (barrier)
. D

D
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10 CFR 50 & 52, NUREG-0800 SRP(Standard
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(Supplier)

3.2
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10 CFR 50, SRP Chapter 7, BTP-14, IEEE Std 603-1998, IEEE Std 7-4.3.2-1993
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(SWLC: Software Life Cycle)
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(Tools)
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(b) (Software Management Plan):

(c) (Software Configuration Management Plan):
(d) (Software Development Plan):
(e) (Software Verification & Validation Plan):
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