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giving authorities and event managers valuable and critical time to react. Media Sonar’s Footprint and OSINT Toolkit, combined, can help resolve real-world 
information about potential threat actors upon the detection of a threat. 
 
 
Enhancing information and intelligence sharing and cooperation with federal agencies;  
 
Media Sonar allows for easy collaboration and information sharing amongst teams, agencies, and chain of command. Teammates of the Media Sonar platform 
can share cases and data, allowing for the expedient and efficient investigation of potential threats. Once data has been collected and conclusions are drawn - 
cases can be exported in either PDF (for ease of briefing other parties and information-sharing) or CSV (for ingestion into other systems) formats. 
 
 
 
Addressing emerging threats (e.g. transnational criminal organizations, weapons of mass destruction [WMD], unmanned aerial systems [UAS], etc.)” 
 
The Media Sonar platform uses a mixture of machine learning, artificial intelligence, and querying logic in order to detect and investigate a wide range of 
topics; from executive protection, to public safety, to detecting indicators of emerging global threats. Using a combination of features like keyword groups, 
automated detection rules, and alerts - security professionals can be alerted not only of current web data being discovered - but can be confident they will be 
alerted the moment emerging data is detected. Furthermore, the Media Sonar provides the ability to query in and translate many major languages, which 
extends the radius of investigation beyond the Stateside boundaries. These technologies allow authorities to gain crucial time to discovery, and then 
investigate indicators closer to their source. 

  

  

  

On Thu, Oct 8, 2020 at 4:47 PM Mrigya Sharma <mrigya.sharma@mediasonar.com> wrote: 

Hi  

  

No worries at all. :) 

  

Please find attached the below documents: 

H1898



H1899




